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 **SPECYFIKACJA WARUNKÓW ZAMÓWIENIA**

**Usługa monitorowania Security Operations Center**

 **dla UCK im. prof. K. Gibińskiego w Katowicach**

Postępowanie o udzielenie zamówienia prowadzone jest w trybie podstawowym ( z możliwością negocjacji) o wartości mniejszej niż progi unijne na podstawie ustawy z dnia 11 września 2019 roku Prawo Zamówień Publicznych ( Dz. U. z 2022r. poz. 1710 z późn. zm.)

 Specyfikację warunków zamówienia

wraz z załącznikami

 Zatwierdził w dniu 07.10.2022



**I. ZAMAWIAJĄCY:**

Uniwersyteckie Centrum Kliniczne im. prof. K. Gibińskiego Śląskiego Uniwersytetu Medycznego w Katowicach

40-514 Katowice, ul. Ceglana 35

KRS 0000049660, NIP: 954-22-74-017 Regon: 001325767

Tel. 32 / 358-12-00 lub 32/358-13-32 fax. 32 251-84-37 lub 32/358-14-32

Internet : [www.uck.katowice.pl](http://www.kli-oluk.katowice.pl/) e-mail : acholuj@uck.katowice.pl

 **II. TRYB UDZIELENIA ZAMÓWIENIA:**

1. Postępowanie o udzielenie zamówienia prowadzone jest w trybie podstawowym na podstawie art. 275 ust.2 ustawy PZP (tekst jednolity Dz.U.2022 poz.1710 z późn.zm)
2. Postępowanie prowadzone jest w języku polskim w formie elektronicznej za pośrednictwem Platformy SmartPZP dostępnej pod adresem: <https://portal.smartpzp.pl/uck>
3. Szczegółowa instrukcja użytkownika Wykonawcy SmartPZP dostępna jest na stronie Platformy <https://portal.smartpzp.pl/uck/elearning>. Szczegółowe informacje o sposobie pozyskania usługi kwalifikowanego podpisu elektronicznego oraz warunkach jej użycia można znaleźć na stronach internetowych kwalifikowanych dostawców usług zaufania, których lista znajduje się pod adresem internetowym: <http://www.nccert.pl/kontakt.htm>.
4. Zamawiający może przeprowadzić negocjacje w celu ulepszenia treści ofert, które podlegają ocenie w ramach kryteriów oceny ofert. W przypadku, gdy Zamawiający nie będzie prowadził negocjacji, dokona wyboru najkorzystniejszej oferty spośród niepodlegających odrzuceniu ofert złożonych w odpowiedzi na ogłoszenie o zamówieniu.
5. W przypadku podjęcia przez Zamawiającego decyzji o przeprowadzeniu negocjacji w celu ulepszenia treści ofert, do negocjacji Zamawiający zaprosi wszystkich Wykonawców, którzy w odpowiedzi na ogłoszenie o zamówieniu złożą oferty niepodlegające odrzuceniu.
6. W zaproszeniu do negocjacji Zamawiający wskaże:
7. miejsce prowadzenia negocjacji,
8. termin prowadzenia negocjacji,
9. sposób prowadzenia negocjacji,
10. kryteria oceny ofert w ramach których będą prowadzone negocjacje.
11. Podczas negocjacji ofert Zamawiający zapewni równe traktowanie wszystkich Wykonawców.
12. Zamawiający nie udzieli informacji w sposób, który mógłby zapewnić niektórym Wykonawcom przewagę nad innymi Wykonawcami.
13. Prowadzone negocjacje będą miały charakter poufny.
14. Żadna ze stron nie może, bez zgody drugiej strony, ujawniać informacji technicznych i handlowych związanych z negocjacjami. Zgoda jest udzielana w odniesieniu do konkretnych informacji i przed ich ujawnieniem.
15. Zamawiający poinformuje równocześnie wszystkich Wykonawców, których oferty złożone w odpowiedzi na ogłoszenie o zamówieniu nie zostały odrzucone o zakończeniu negocjacji oraz zaprosi do składania ofert dodatkowych.

13. Zaproszenie do składania ofert dodatkowych zawiera co najmniej:

1. nazwę oraz adres Zamawiającego, numer telefonu, adres poczty elektronicznej oraz strony internetowej prowadzonego postępowania,
2. sposób i termin składania ofert dodatkowych oraz język lub języki, w jakich muszą być one sporządzone, oraz termin otwarcia tych ofert.
3. Wykonawca może złożyć ofertę dodatkową, która zawiera nowe propozycje w zakresie treści oferty podlegających ocenie w ramach kryteriów oceny ofert wskazanych przez Zamawiającego w zaproszeniu do negocjacji. W przypadku, gdy Wykonawca nie złoży oferty dodatkowej, wówczas wiążąca będzie oferta złożona w odpowiedzi na ogłoszenie o zamówieniu.
4. Oferta dodatkowa nie może być mniej korzystna w żadnym z kryteriów oceny ofert wskazanych w zaproszeniu do negocjacji niż oferta złożona w odpowiedzi na ogłoszenie o zamówieniu.
5. Oferta przestaje wiązać Wykonawcę w takim zakresie, w jakim złoży on ofertę dodatkową zawierającą korzystniejsze propozycje w ramach każdego z kryteriów oceny ofert wskazanych w zaproszeniu do negocjacji.
6. Oferta dodatkowa, która jest mniej korzystna niż oferta złożona w odpowiedzi na ogłoszenie o zamówieniu, podlega odrzuceniu.

**III. OPIS PRZEDMIOTU ZAMÓWIENIA**

1. Przedmiotem zamówienia jest realizacja przez Wykonawcę na zlecenie Zamawiającego **usługi monitorowania Security Operations Center dla UCK im.prof. K.Gibińskiego w Katowicach** , w zakresie wskazanym Załączniku nr 4 do niniejszej Specyfikacja Warunków Zamówienia (opis przedmiotu zamówienia - świadczenia usługi )
2. Przedmiot i warunki realizacji zamówienia winny być zgodne z Ustawą o krajowym systemie cyberbezpieczeństwa .
3. Nazwy i kody wg Wspólnego Słownika Zamówień:

72000000-5 Usługi informatyczne konsultacyjne, opracowywania oprogramowania, internetowe i wsparcia,

72700000-7 Usługi w zakresie sieci komputerowej

72240000-9 – Usługi analizy systemu i oprogramowania

1. Każdy Wykonawca może złożyć tylko jedną ofertę na całość zamówienia .

 Zamawiający nie dopuszcza składania ofert częściowych w ramach tego postępowania.

 Uzasadnienie: Przedmiotem jest jeden rodzaj usługi.

**IV.INFORMACJA O PRZEDMIOTOWYCH ŚRODKACH DOWODOWYCH**

 Zamawiający nie określa i nie wymaga złożenia wraz z ofertą przedmiotowych środków dowodowych.

**V. TERMIN WYKONANIA ZAMÓWIENIA:**

Świadczenie Usługi rozpoczęte zostanie w terminie ….. dni (kryterium oceny ofert – czas trwania okresu wdrożeniowego) od zawarcia umowy (nie później niż w ciągu 30 dni od zawarcia umowy) i będzie trwało przez okres 12 miesięcy.

**VI. WARUNKI UDZIAŁU W POSTĘPOWANIU I PODSTAWY WYKLUCZENIA**

1. O udzielenie zamówienia mogą ubiegać się Wykonawcy, którzy:

 1) spełniają warunki udziału w postępowaniu dotyczące:

zdolności technicznej lub zawodowej:

Wykonawca w okresie ostatnich 3 lat przed upływem terminu składania ofert, a jeżeli okres prowadzenia działalności jest krótszy – w tym okresie wykonał co najmniej dwie usługi, których przedmiotem było świadczenie usługi SOC w zakresie Cyberbezpieczeństwa\* o wartości minimum 100 000 zł brutto każda.

\* Przez usługę SOC w zakresie Cyberbezpieczeństwa Zamawiający rozumie usługę monitorowania centrum operacji bezpieczeństwa,którego zadaniem jest całodobowe monitorowanie,zapobieganie,wykrywanie,badanie i reagowanie na cyberzagrożenia trwającą przez okres minimum 6 miesięcy.

W przypadku usług nadal wykonywanych Wykonawca zobowiązany jest wykazać spełnienie powyższego warunku udziału w postępowaniu w zakresie części usługi już wykonanej. Wartość ta będzie brana pod uwagę przy analizie spełniania warunku.

Mając na uwadze art. 117 ust. 1 ustawy Pzp Zamawiający zastrzega, że w sytuacji składania oferty przez Wykonawców wspólnie ubiegających się o udzielenie zamówienia oraz analogicznie w sytuacji, gdy Wykonawca będzie polegał na zasobach innego podmiotu na zasadach określonych w art. 118 ustawy Pzp warunek, o którym wyżej mowa, musi zostać spełniony w całości przez Wykonawcę (jednego z Wykonawców wspólnie składających ofertę) lub podmiot, na którego zdolności w tym zakresie powołuje się Wykonawca – brak możliwości tzw. sumowania zasobów w zakresie doświadczenia.

Jeżeli Wykonawca powołuje się na doświadczenie w realizacji usług wykonywanych wspólnie z innymi wykonawcami, należy wykazać usługę (zakres), w której Wykonawca bezpośrednio uczestniczył.

W przypadku wskazania przez Wykonawcę, w celu wykazania spełniania warunków udziału, waluty innej niż polska (PLN), w celu jej przeliczenia stosowany będzie średni kurs NBP na dzień publikacji ogłoszenia o zamówieniu w Biuletynie Zamówień Publicznych .

1. **nie podlegają wykluczeniu;**

Zamawiający wykluczy z postępowania o udzielenie zamówienia publicznego Wykonawcę wobec którego zaistnieją przesłanki do wykluczenia, o których mowa w art.108 ust. 1 Pzp. lub przesłanki wykluczenia, o których mowa w art. 7 ustawy z dnia 13 kwietnia 2022 r. o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę oraz służących ochronie bezpieczeństwa narodowego.

Wykonawca nie podlega wykluczeniu w okolicznościach określonych w art. 108 ust.1 pkt 1,2 i 5 jeżeli udowodni zamawiającemu ,że spełnił łącznie przesłanki określone w art. 110 ust.2

Wykluczenie wykonawcy nastąpi zgodnie z art. 111 ustawy Pzp.

1. Zamawiający nie przewiduje wykluczenia wykonawcy z udziału w niniejszym postępowaniu w oparciu o przesłanki wynikające z art. 109 ust.1

**VII.WYKAZ OSWIADCZEŃ LUB DOKUMENTÓW , POTWIERDZAJĄCYCH SPEŁNIANIE WARUNKÓW UDZIAŁU W POSTĘPOWANIU ORAZ BRAK PODSTAW WYKLUCZENIA PODMIOTOWE ŚRODKI DOWODOWE**

* 1. Dla wstępnego potwierdzenia spełniania warunków udziału w postepowaniu i braku podstaw do wykluczenia Wykonawca dołączy do oferty aktualne na dzień składania ofert oświadczenie według załącznika nr 2 do SWZ.
	2. W przypadku składania oferty przez wykonawców wspólnie ubiegających się o udzielenie zamówienia oświadczenie o niepodleganiu wykluczeniu składa każdy z wykonawców wspólnie ubiegających się o zamówienie. Oświadczenia te potwierdzają brak podstaw wykluczenia oraz spełnianie warunków udziału w postępowaniu w zakresie, w jakim każdy z wykonawców wykazuje spełnianie warunków udziału w postępowaniu .
1. Wykonawca, w przypadku polegania na zdolnościach lub sytuacji podmiotów udostępniających zasoby, przedstawia, wraz z oświadczeniem, o którym mowa w pkt 1, także oświadczenie podmiotu udostępniającego zasoby, potwierdzające brak podstaw wykluczenia tego podmiotu oraz odpowiednio spełnianie warunków udziału w postępowaniu , w zakresie, w jakim wykonawca powołuje się na jego zasoby.
2. **Zamawiający przed wyborem najkorzystniejszej oferty wezwie Wykonawcę, którego oferta zostanie najwyżej oceniona, do złożenia w wyznaczonym terminie, nie krótszym niż 5 dni , aktualnych na dzień złożenia podmiotowych środków dowodowych.**

 1) w celu potwierdzenia spełniania przez Wykonawcę warunków udziału w postępowaniu dotyczących zdolności technicznej lub zawodowej wskazanego w pkt.VI.1.1)SWZ

- wykazu usług wykonanych, a w przypadku świadczeń okresowych lub ciągłych również wykonywanych, w okresie ostatnich 3 lat, a jeżeli okres prowadzenia działalności jest krótszy – w tym okresie, wraz z podaniem ich wartości, przedmiotu, dat wykonania i podmiotów, na rzecz których usługi zostały wykonane lub są wykonywane oraz załączenia dowodów określających, czy te usługi zostały wykonane lub są wykonywane należycie, wzór stanowi załącznik nr 6 do SWZ

Dowodami, o których mowa, są referencje bądź inne dokumenty sporządzone przez podmiot, na rzecz którego usługi zostały wykonane, a w przypadku świadczeń powtarzających się lub ciągłych są wykonywane, a jeżeli wykonawca z przyczyn niezależnych od niego nie jest w stanie uzyskać tych dokumentów – oświadczenie wykonawcy.

W przypadku świadczeń powtarzających się lub ciągłych nadal wykonywanych referencje bądź inne dokumenty potwierdzające ich należyte wykonywanie powinny być wystawione w okresie ostatnich 3 miesięcy.

1. W zakresie nieuregulowanym SWZ, zastosowanie mają przepisy Rozporządzenia Ministra Rozwoju Pracy i Technologii z dnia 23 grudnia 2020 r. w sprawie podmiotowych środków dowodowych oraz innych dokumentów lub oświadczeń, jakich może żądać zamawiający od wykonawcy (Dz. U. z 2020 r. poz. 2415) oraz przepisy rozporządzenia Prezesa Rady Ministrów z dnia 30 grudnia 2020 r. w sprawie sposobu sporządzania i przekazywania informacji oraz wymagań technicznych dla dokumentów elektronicznych oraz środków komunikacji elektronicznej w postępowaniu o udzielenie zamówienia publicznego lub konkursie (Dz.U. z 2020 r. poz. 2452)

**VIII. INFORMACJA DLA WYKONAWCY KORZYSTAJĄCEGO Z ZASOBÓW INNYCH PODMIOTÓW W CELU POTWIERDZENIA SPEŁNIANIA WARUNKÓW UDZIAŁU W POSTĘPOWANIU.**

1. Wykonawca może w celu potwierdzenia spełniania warunków udziału w postępowaniu, w stosownych sytuacjach oraz w odniesieniu do konkretnego zamówienia lub jego części, polegać na zdolnościach technicznych lub zawodowych podmiotów udostępniających zasoby, niezależnie od charakteru prawnego łączących go z nim stosunków prawnych (dotyczy warunków udziału w postępowaniu określonych przez Zamawiającego w pkt. VI.1.1) SWZ).
2. W odniesieniu do warunków dotyczących doświadczenia wykonawcy mogą polegać na zdolnościach podmiotów udostępniających zasoby, jeśli podmioty te wykonają usługi, do realizacji których te zdolności są wymagane.
3. Wykonawca, który polega na zdolnościach lub sytuacji podmiotów udostępniających zasoby, składa wraz z ofertą, zobowiązanie podmiotu udostępniającego zasoby do oddania mu do dyspozycji niezbędnych zasobów na potrzeby realizacji danego zamówienia lub inny podmiotowy środek dowodowy potwierdzający, że wykonawca realizując zamówienie, będzie dysponował niezbędnymi zasobami tych podmiotów.
4. Zobowiązanie podmiotu udostępniającego zasoby, o którym mowa w pkt.3 powyżej, ma potwierdzać, że stosunek łączący wykonawcę z podmiotami udostępniającymi zasoby gwarantuje rzeczywisty dostęp do tych zasobów oraz określa w szczególności:
5. zakres dostępnych wykonawcy zasobów podmiotu udostępniającego zasoby;
6. sposób i okres udostępnienia wykonawcy i wykorzystania przez niego zasobów podmiotu udostępniającego te zasoby przy wykonywaniu zamówienia;
7. czy i w jakim zakresie podmiot udostępniający zasoby ,na zdolnościach którego wykonawca polega w odniesieniu do warunków udziału w postępowaniu dotyczących doświadczenia zrealizuje usługi, których wskazane zdolności dotyczą.
8. Zamawiający ocenia, czy udostępniane wykonawcy przez podmioty udostępniające zasoby zdolności techniczne lub zawodowe pozwalają na wykazanie przez wykonawcę spełniania warunków udziału w postępowaniu, a także bada, czy nie zachodzą wobec podmiotu udostępniającego podstawy wykluczenia, które zostały przewidziane względem wykonawcy.
9. Jeżeli zdolności techniczne lub zawodowe podmiotu udostępniającego zasoby nie potwierdzają spełnienia przez wykonawcę warunków udziału w postępowaniu lub zachodzą wobec tego podmiotu podstawy wykluczenia, Zamawiający żąda, aby wykonawca w terminie określonym przez Zamawiającego zastąpił ten podmiot innym podmiotem lub podmiotami albo wykazał, że samodzielnie spełnia warunki udziału w postępowaniu.
10. Wykonawca nie może, po upływie terminu składania ofert, powoływać się na zdolności podmiotów udostępniających zasoby, jeżeli na etapie składania ofert nie polegał on na zdolnościach podmiotów udostępniających zasoby.

**IX. INFORMACJA NA TEMAT PODWYKONAWCÓW**

1. Wykonawca może powierzyć wykonanie części zamówienia podwykonawcy.
2. Wykonawca, który zamierza wykonywać zamówienie przy udziale podwykonawcy/ów, musi wyraźnie w ofercie wskazać, jaką część (zakres zamówienia) wykonywać będzie w jego imieniu podwykonawca oraz podać nazwę ewentualnych podwykonawców, jeżeli są już znani. Należy w tym celu wypełnić odpowiedni punkt formularza oferty, stanowiącego załącznik nr 1 do SWZ.Jeżeli wykonawca zostawi ten punkt niewypełniony (puste pole), Zamawiający uzna, iż zamówienie zostanie wykonane siłami własnymi tj. bez udziału podwykonawców.
3. Zamawiający żąda, aby przed przystąpieniem do wykonania zamówienia wykonawca podał nazwy, dane kontaktowe oraz przedstawicieli, podwykonawców zaangażowanych w wykonanie zamówienia (jeżeli są już znani). Wykonawca zobowiązany jest do zawiadomienia Zamawiającego o wszelkich zmianach w odniesieniu do informacji, o których mowa w zdaniu pierwszym, w trakcie realizacji zamówienia, a także przekazuje wymagane informacje na temat nowych podwykonawców, którym w późniejszym okresie zamierza powierzyć realizację zamówienia.
4. Jeżeli zmiana albo rezygnacja z podwykonawcy dotyczy podmiotu, na którego zasoby wykonawca powoływał się, na zasadach określonych w art. 118 ust. 1 Pzp, w celu wykazania spełniania warunków udziału w postępowaniu, wykonawca jest obowiązany wykazać Zamawiającemu, że proponowany inny podwykonawca lub Wykonawca samodzielnie spełnia je w stopniu nie mniejszym niż podwykonawca, na którego zasoby wykonawca powoływał się w trakcie postępowania o udzielenie zamówienia.
5. Powierzenie wykonania części zamówienia podwykonawcom nie zwalnia wykonawcy z odpowiedzialności za należyte wykonanie tego zamówienia.

**X. INFORMACJE O ŚRODKACH KOMUNIKACJI ELEKTRONICZNEJ PRZY UŻYCIU KTÓRYCH ZAMAWIAJĄCY BĘDZIE KOMUNIKOWAŁ SIĘ Z WYKONAWCAMI , ORAZ INFORMACJE O WYMAGANIACH TECHNICZNYCH I ORGANIZACYJNYCH SPORZADZANIA ,WYSYŁANIA I ODBIERANIA KORESPONDENCJI ELEKTRONICZNEJ**

1. Komunikacja między Zamawiającym a Wykonawcą prowadzona jest w języku polskim w formie elektronicznej. Przekazanie ofert(w tym ofert dodatkowych), oświadczeń o których mowa w art. 125.1 PZP następuje za pośrednictwem Platformy SmartPZP dostępnej pod adresem <https://portal.smartpzp.pl/uck>.

Za datę wpływu dokumentów na Platformę przyjmuje się datę zapisania na serwerach. Aktualna data i godzina, wyświetlane są w prawym górnym rogu Platformy

1. W pozostałych przypadkach komunikacja może odbywać się za pośrednictwem Platformy SmartPZP lub za pomocą poczty elektronicznej e-mail: acholuj@uck.katowice.pl

Za datę i godzinę wpływu w przypadku poczty elektronicznej przyjmuje się datę wpływu na serwerze pocztowym Zamawiającego.

1. Przez środki komunikacji elektronicznej rozumie się środki komunikacji elektronicznej zdefiniowane w ustawie z dnia 18 lipca 2002 r. o świadczeniu usług drogą elektroniczną (t.j. Dz. U. z 2020 poz. 344 z późn. zm).
2. Sposób sporządzenia dokumentów elektronicznych, cyfrowych odwzorowań dokumentów oraz informacji musi być zgody z wymaganiami określonymi w rozporządzeniu Prezesa Rady Ministrów z dnia z dnia 30 grudnia 2020 r. w sprawie sposobu sporządzania i przekazywania informacji oraz wymagań technicznych dla dokumentów elektronicznych oraz środków komunikacji elektronicznej w postępowaniu o udzielenie zamówienia publicznego lub konkursie (Dz. U. z 2020 r., poz. 2452).
3. Do pełnego i prawidłowego korzystania z Systemu przez Użytkowników Zewnętrznych konieczne jest posiadanie przez co najmniej jednego uprawnionego Użytkownika Zewnętrznego Wykonawcy elektronicznego podpisu kwalifikowanego lub podpisu zaufanego lub podpisu osobistego służącego do autentykacji i podpisu.
4. Korzystanie z Systemu możliwe jest na 2 sposoby, pod warunkiem spełnienia następujących minimalnych wymagań technicznych:

a) Oprogramowanie zewnętrzne (dostawcy podpisu kwalifikowanego)

* Mozzilla Firefox ver. 65 i późniejsze, Google Chrome ver. 66 i późniejsze lub Opera ver. 58 i późniejsze, Microsoft Edge ver 18 i późniejsze, Internet Explorer 11
* Lista zalecanych przeglądarek internetowych: Google Chrome, Mozilla Firefox,Opera. Zalecane jest używanie najnowszych wersji przeglądarek
* system operacyjny Windows 7 i późniejsze

 b) Oprogramowanie wbudowane w SmartPZP

* zainstalowane środowisko Java w wersji min. 1.8 (jre)
* w przypadku przeglądarek Opera, Chrome i Firefox należy doinstalować dodatek do przeglądarki Szafir SDK Web
* oprogramowanie SzafirHost w systemie operacyjnym.
1. Użycie przez Wykonawcę do kontaktu z Zamawiającym środków komunikacji elektronicznej zapewnionych w Systemie jest uzależnione od uprzedniej akceptacji przez Wykonawcę Regulaminu korzystania z usług Systemu na witrynie internetowej przy zakładaniu profilu Wykonawcy.
2. Korzystanie z Systemu przez Wykonawców jest bezpłatne.
3. Użytkownikom Zewnętrznym Wykonawcy przysługuje prawo korzystania z asysty obejmującej wsparcie techniczne w kwestiach dotyczących korzystania z Systemu, polegające na doradztwie telefonicznym i e-mailowym na zasadach określonych w Regulaminie korzystania z usług Systemu
4. Maksymalny rozmiar pojedynczych plików przesyłanych za pośrednictwem Systemu wynosi 100 MB. Za pośrednictwem Systemu można przesłać wiele pojedynczych plików lub plik skompresowany do archiwum (ZIP) zawierający wiele pojedynczych plików.
5. Szczegółowa instrukcja użytkownika Wykonawcy SmartPZP dostępna jest na stronie Platformy <https://portal.smartpzp.pl/uck/elearning>
6. W zależności od formatu kwalifikowanego podpisu (np. PAdES, XAdES) i jego typu (zewnętrzny, wewnętrzny) Wykonawca dołącza do platformy SmartPZP uprzednio podpisane dokumenty wraz z wygenerowanym plikiem podpisu (typ zewnętrzny) lub dokument z wszytym podpisem (typ wewnętrzny) Zamawiający sugeruje przesyłanie dokumentów w formacie pdf z kwalifikowanym podpisem PAdES
7. Podpis elektroniczny musi być wystawiony przez dostawcę kwalifikowanej usługi zaufania, będącego podmiotem świadczącym usługi certyfikacyjne – podpis elektroniczny, spełniający wymogi bezpieczeństwa określone w ustawie z dnia 5 września 2016 r. o usługach zaufania oraz identyfikacji elektronicznej.
8. Format przesyłanych danych winien być zgodny z Ustawą z dnia 17 lutego 2005 r. o informatyzacji działalności podmiotów realizujących zadania publiczne oraz z Rozporządzeniem Rady Ministrów z dnia 12 kwietnia 2012r w sprawie Krajowych Ram Interoperacyjności, minimalnych wymagań dla rejestrów publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagań dla systemów teleinformatycznych.
9. Wykonawca może zwrócić się do Zamawiającego o wyjaśnienie treści specyfikacji warunków zamówienia na adres e-mail acholuj@uck.katowice.pl lub na Platformę . Zamawiający jest obowiązany udzielić wyjaśnień niezwłocznie, jednak nie później niż na 2 dni przed upływem terminu składania ofert, pod warunkiem że wniosek o wyjaśnienie treści SWZ wpłynął do Zamawiającego nie później niż na 4 dni przez upływem terminu składania ofert.
10. Jeżeli Zamawiający nie udzieli wyjaśnień w terminie o którym mowa w pkt. 15, przedłuży termin składania ofert o czas niezbędny do zapoznania się wszystkich zainteresowanych wykonawców z wyjaśnieniami niezbędnymi do należytego przygotowania i złożenia oferty. Przedłużenie terminu składania ofert nie wpływa na bieg terminu składania wniosku o wyjaśnienie treści SWZ.
11. W przypadku gdy wniosek o wyjaśnienie treści SWZ nie wpłynie w terminie o którym mowa w pkt. 15, Zamawiający nie ma obowiązku udzielenia wyjaśnień SWZ oraz obowiązku przedłużenia terminu składania ofert.
12. W uzasadnionych przypadkach Zamawiający może przed upływem terminu składania ofert zmienić treść SWZ. Dokonaną zmianę treści SWZ Zamawiający udostępni na stronie internetowej prowadzonego postepowania.
13. Strona postępowania, na której umieszczane będą niezbędne informacje (m.in. ogłoszenia, SWZ, pytania i odpowiedzi, modyfikacje, informacja z otwarcia ofert, wybór oferty najkorzystniejszej, unieważnienie postępowania oraz wszystkie inne wymagane przepisami PZP dokumenty <https://smartpzp.pl/uck> oraz dodatkowo https://www.uck.katowice.pl/

**XI. OSOBY UPRAWNIONE DO KOMUNIKOWANIA SIĘ Z WYKONAWCAMI**

1. Osoba uprawniona do komunikowania się z wykonawcami:

Agata Chołuj – osoba prowadząca postepowanie

tel: 32 –3581- 442 e-mail : acholuj@uck.katowice.pl w godzinach pracy od poniedziałku do piątku godz. 7.00 – 14.00.

**XII. TERMIN ZWIĄZANIA OFERTĄ**

1. Wykonawca jest związany ofertą do dnia **15.11.2022r.**

Pierwszym dniem terminu związania ofertą jest dzień, w którym upływa termin składania ofert.

1. W przypadku gdy wybór najkorzystniejszej oferty nie nastąpi przed upływem terminu związania ofertą, o którym mowa w pkt. 1 zamawiający przed upływem terminu związania ofertą, zwróci się jednokrotnie do wykonawców o wyrażenie zgody na przedłużenie tego terminu o wskazywany przez niego okres, nie dłuższy niż 30 dni.
2. Przedłużenie terminu związania ofertą, o którym mowa w pkt. 2, wymaga złożenia przez wykonawcę pisemnego oświadczenia o wyrażeniu zgody na przedłużenie terminu związania ofertą.

**XIII. OPIS SPOSOBU PRZYGOTOWANIA OFERTY**

1. Wykonawca ponosi wszelkie koszty przygotowania i złożenia oferty.
2. Każdy wykonawca może złożyć tylko jedną ofertę .
3. Oferta opatrzona kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym oraz oświadczenia i dokumenty powinny być sporządzone w języku polskim, w sposób zapewniający pełną czytelność ich treści.
4. Dokumenty sporządzone w języku obcym muszą być złożone wraz z tłumaczeniem na język polski potwierdzonym za zgodność z oryginałem przez wykonawcę (osobę uprawnioną/ osoby uprawnione do reprezentowania wykonawcy)
5. Oferta i dokumenty wskazane w pkt. 6 muszą mieć formę dokumentu elektronicznego, podpisanego kwalifikowanym podpisem elektronicznym lub podpisem zaufanym lub podpisem osobistym przygotowanym oraz przekazanym Zamawiającemu przy użyciu środków komunikacji elektronicznej na wskazaną przez Zamawiającego Platformę <https://smartpzp.pl/uck>. Szczegółowa instrukcja użytkownika Wykonawcy SmartPZP dostępna jest na stronie Platformy https://portal.smartpzp.pl/uck/elearning
6. **Zamawiający wymaga, załączenia w ofercie następujących dokumentów** :
7. Wypełniony, podpisany przez osobę uprawnioną/osoby uprawnione do reprezentowania wykonawcy formularz ofertowy według druku stanowiącego załącznik nr 1 do SWZ
8. aktualne na dzień składania ofert oświadczenie o braku podstaw wykluczenia oraz o spełnieniu warunków udziału według druku stanowiącego załącznik nr 2 do SWZ
9. w przypadku wykonawców wspólnie ubiegających się o udzielenie zamówienia są oni zobowiązani zgodnie z art.117 ust.4 ustawy Pzp do dołączenia do oferty oświadczenia, z którego wynika, które usługi wykonają poszczególni wykonawcy.
10. Wykonawca, który polega na zdolnościach lub sytuacji podmiotów udostępniających zasoby, składa, wraz z ofertą, zobowiązanie podmiotu udostępniającego zasoby do oddania mu do dyspozycji niezbędnych zasobów na potrzeby realizacji danego zamówienia lub inny podmiotowy środek dowodowy potwierdzający, że wykonawca realizując zamówienie, będzie dysponował niezbędnymi zasobami tych podmiotów
11. Jeśli umocowanie osoby podpisującej ofertę nie wynika z dokumentów rejestracyjnych, należy do oferty dołączyć stosowne pełnomocnictwo dla danej osoby, z którego będzie wynikało jej umocowanie do reprezentowania w postępowaniu, w tym do podpisania oferty w jego imieniu. Pełnomocnictwo przekazuje się w postaci elektronicznej i opatruje się kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym. Dopuszcza się także złożenie cyfrowego odwzorowania pełnomocnictwa (sporządzonego uprzednio w formie pisemnej) opatrzonego kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym, poświadczającym zgodność cyfrowego odwzorowania z dokumentem w postaci papierowej. Poświadczenia zgodności cyfrowego odwzorowania z pełnomocnictwem w postaci papierowej dokonuje mocodawca lub notariusz (w formie elektronicznego poświadczenia sporządzonego stosownie z ustawą z dnia 14 lutego 1991 r. - Prawo o notariacie ). Cyfrowe odwzorowanie pełnomocnictwa nie może być poświadczone przez upełnomocnionego.
12. Dla wykonawców występujących wspólnie ma w szczególności zastosowanie art. 58 Prawa zamówień publicznych. Wykonawcy wspólnie ubiegający się o zamówienie zobowiązani są do ustanowienia pełnomocnika do reprezentowania ich w postępowaniu o udzielenie zamówienia albo reprezentowania ich w postępowaniu i zawarcia umowy w sprawie zamówienia publicznego. Pełnomocnictwo należy złożyć wraz z ofertą.
13. Zamawiający informuje, iż zgodnie z art. 18 w zw. z art. 74 ustawy PZP oferty wraz z załącznikami składane w postępowaniu o zamówienie publiczne są jawne i podlegają udostępnieniu niezwłocznie po otwarciu ofert, z wyjątkiem informacji stanowiących tajemnicę przedsiębiorstwa w rozumieniu ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji (Dz. U. z 2020 r. poz. 1913), jeśli Wykonawca w terminie składania ofert zastrzegł, że nie mogą one być udostępniane i jednocześnie wykazał, iż zastrzeżone informacje stanowią tajemnicę przedsiębiorstwa.
14. Zamawiający nie ujawni informacji stanowiących tajemnicę przedsiębiorstwa w rozumieniu przepisów ustawy z dnia 16 kwietnia 1993 r. o zwalczaniu nieuczciwej konkurencji , jeżeli wykonawca, nie później niż w terminie składania ofert zastrzeże że nie mogą być one udostępniane oraz wykazał, że zastrzeżone informacje stanowią tajemnicę przedsiębiorstwa. Wykonawca nie może zastrzec informacji, o których mowa w art. 222 ust. 5. Przez tajemnicę przedsiębiorstwa rozumie się informacje techniczne, technologiczne, organizacyjne przedsiębiorstwa lub inne informacje posiadające wartość gospodarczą, które jako całość lub w szczególnym zestawieniu i zbiorze ich elementów nie są powszechnie znane osobom zwykle zajmującym się tym rodzajem informacji albo nie są łatwo dostępne dla takich osób, o ile uprawniony do korzystania z informacji lub rozporządzania nimi podjął, przy zachowaniu należytej staranności, działania w celu utrzymania ich w poufności. W celu otrzymania poufności tych informacji, Wykonawca przekazuje je w wydzielonym, odpowiednio oznakowanym pliku.
15. Oferty składane w formie elektronicznej - podczas załączania przez Wykonawcę plików, wymagane jest odpowiednie oznaczenia statusu takiego dokumentu w kolumnie oznaczonej „Jawny”. Ustawieniem domyślnym jest jawność załączonego pliku, aby oznaczyć plik jako zawierający tajemnicę przedsiębiorstwa należy oznaczyć checkbox . W przypadku, gdy dany dokument tylko w części zawiera tajemnicę przedsiębiorstwa, Wykonawca powinien podzielić ten dokument na dwa pliki i dla każdego z nich odpowiednio oznaczyć status jawności (część jawna bez zaznaczonego checkboxa •, część zawierająca informacje stanowiące tajemnicę przedsiębiorstwa z zaznaczonym checkboxem ). W celu wykazania przesłanek objęcia informacji tajemnicą przedsiębiorstwa przesłanki utajnienia należy załączyć do oferty w formie odrębnego pliku wyjaśnienia lub inne dokumenty potwierdzające iż dane informacje stanowią tajemnicę przedsiębiorstwa .
16. Zgodnie z Rozporządzeniem Ministra Rozwoju Pracy i Technologii z dnia 18 grudnia 2020r. r. w sprawie protokołów postępowania oraz dokumentacji o udzielenie zamówienia publicznego, Zamawiający udostępnia protokół lub załączniki do protokołu na wniosek. Przekazanie protokołu lub załączników następuje przy użyciu środków komunikacji elektronicznej.
17. Dokumenty inne niż oświadczenia, składane w celu wskazanym w pkt 6, powinny

 zostać złożone w następujący sposób:

a) w sytuacji gdy zostały wytworzone jako dokument elektroniczny - przekazuje się ten dokument;

b) w sytuacji gdy zostały wytworzone jako dokument w postaci papierowej, przekazuje się cyfrowe odwzorowanie tego dokumentu opatrzone kwalifikowanym podpisem elektronicznym, podpisem zaufanym lub podpisem osobistym, poświadczające zgodność cyfrowego odwzorowania z dokumentem w postaci papierowej. Z zastrzeżeniem treści § 6 Rozporządzenia Prezesa Rady Ministrów z dnia 30 grudnia 2020 r. w sprawie sposobu sporządzania i przekazywania informacji oraz wymagań technicznych dla dokumentów elektronicznych oraz środków komunikacji elektronicznej w postępowaniu o udzielenie zamówienia publicznego lub konkursie,

1. poświadczenia zgodności cyfrowego odwzorowania z dokumentem w postaci papierowej dokonuje w przypadku: pełnomocnictwa – mocodawca.
2. Poświadczenia zgodności cyfrowego odwzorowania z dokumentem w postaci papierowej, o którym mowa w pkt 13 b) , może dokonać również notariusz.

**XIV. SPOSÓB ORAZ TERMIN SKŁADANIA OFERT**

1. Ofertę wraz z załącznikami , należy przesłać za pośrednictwem Platformy dostępnej pod adresem <https://portal.smartpzp.pl/uck> w terminie do dnia **17.10.2022r.**
2. W celu złożenia oferty Wykonawca rejestruje się na Platformie pod adresem: <https://portal.smartpzp.pl/uck> klikając przycisk „Załóż konto”. Do założenia konta wymagany jest certyfikat kwalifikowany. Szczegółowe informacje dot. sposobu wykonania tych czynności znajdują się w „Instrukcja obsługi Portalu e-Usług SmartPZP”, dostępnej na stronie Platformy pod adresem <https://portal.smartpzp.pl/uck/elearning>
3. Wykonawca ma możliwość złożenia oferty korzystając z zakładki Oferty dostępnej na Platformie. Aby to zrobić należy kliknąć na przycisk „Złóż ofertę”, który znajduje się w prawym dolnym rogu strony aplikacji. Po kliknięciu „Złóż ofertę” Wykonawca zostanie przeniesiony na stronę składania oferty, na której widnieją zakładki:

- dane ogólne – zawiera dane Wykonawcy wprowadzone podczas rejestracji

- wykonawcy – w tym miejscu istnieje możliwość wprowadzenia danych innego wykonawcy w przypadku występowania w danym postępowaniu więcej niż jednego wykonawcy. W tym celu należy zaznaczyć chceckbox  „Wykonawcy występujący wspólnie”, a następnie wypełnić dane podmiotu. Wykonawca może dodać załączniki do składanej oferty w miejscu „Załączniki”. Aby dodać załącznik, należy kliknąć przycisk „+ Dodaj plik” , który znajduje się w lewym dolnym rogu strony aplikacji. W tym momencie otworzy się okno dodawania pliku. Należy wówczas kliknąć przycisk „+ Wybierz”, wybrać plik z dysku komputera a następnie potwierdza dodanie pliku przyciskiem „Dodaj do oferty” . W chwili dodawania pliku, Wykonawca ma możliwość zaznaczenia checkboxów

4. Wykonawca dołącza do platformy SmartPZP podpisane dokumenty wraz z wygenerowanym plikiem podpisu. W zależności od formatu kwalifikowanego podpisu (np. PAdES, XAdES) i jego typu (zewnętrzny, wewnętrzny) Wykonawca dołącza do platformy SmartPZP uprzednio podpisane dokumenty wraz z wygenerowanym plikiem podpisu (typ zewnętrzny) lub dokument z wszytym podpisem (typ wewnętrzny): dokumenty w formacie „pdf” należy podpisywać tylko formatem np. PAdES; Zamawiający dopuszcza podpisanie dokumentów w formacie innym niż „pdf”, wtedy należy użyć formatu np. XAdES.

1. Po dodaniu załączników ofertę można wysłać. Aby wysłać ofertę należy kliknąć przycisk „Wyślij ofertę”, który otworzy okno z podsumowaniem oraz przycisk „ Podpisz”.

Po kliknięciu przycisku „ Podpisz”, powinna uruchomić się aplikacja do kwalifikowanego podpisu elektronicznego, która pozwoli nam podpisać kwalifikowanym podpisem czynność wysłania oferty analogicznie jak w przypadku podpisywania czynności rejestracji konta Wykonawcy.

1. Po prawidłowym złożeniu podpisu, pojawi się okno z raportem z podpisywania/szyfrowania dokumentów. W tym momencie oferta została prawidłowo złożona w danym postępowaniu.
2. Przed terminem składania ofert wykonawca ma możliwość wycofania bądź zmiany oferty (poprzez jej wycofanie oraz złożenie nowej oferty – z uwagi na zaszyfrowaną ofertę brak możliwość edycji złożonej oferty). Wykonawca loguje się na stronę https://portal.smartpzp.pl/uck , wyszukuje dane postępowanie a następnie po przejściu do zakładki „Oferta”, wycofuje ją przy pomocy przycisku „Wycofaj ofertę”.
3. Szczegółowe informacje dot. Sposobu wykonania tych czynności znajdują się w „Instrukcji obsługi Portalu e-Usług SmartPZP”, dostępnej na stronie Platformy pod adresem <https://portal.smartpzp.pl/uck/elearning>.
4. Zaleca się nazwanie poszczególnych plików dokumentów składanych na Platformie Smartpzp w sposób umożliwiający ich identyfikację : np. formularz ofertowy , formularz cenowy itp

**XV. TERMIN OTWARCIA OFERT**

1. **Otwarcie ofert nastąpi** w dniu **17.10.2022r** o godz. 10.30 poprzez ich odszyfrowanie na Platformie [Smartpzp](https://portal.smartpzp.pl/uck)
2. W przypadku awarii tego systemu, która powoduje brak możliwości otwarcia ofert w terminie określonym przez zamawiającego, otwarcie ofert nastąpi niezwłocznie po usunięciu awarii.
3. Zamawiający poinformuje o zmianie terminu otwarcia ofert na stronie internetowej prowadzonego postępowania.
4. Zamawiający, najpóźniej przed otwarciem ofert, udostępni na stronie internetowej prowadzonego postępowania informację o kwocie, jaką zamierza przeznaczyć na sfinansowanie zamówienia.
5. Zamawiający, niezwłocznie po otwarciu ofert, udostępni na stronie internetowej prowadzonego postępowania informacje o:
	1. nazwach albo imionach i nazwiskach oraz siedzibach lub miejscach prowadzonej działalności gospodarczej albo miejscach zamieszkania wykonawców, których oferty zostały otwarte;
	2. cenach lub kosztach zawartych w ofertach.

**XVI. OPIS SPOSOBU OBLICZENIA CENY**

1. Cena musi uwzględniać wszystkie wymagania niniejszej specyfikacji warunków zamówienia tj. obejmować wszelkie koszty, jakie poniesie Wykonawca z tytułu należytej oraz zgodnej z obowiązującymi przepisami realizacji przedmiotu zamówienia .Koszty związane z okresem wdrożeniowym winny zostać wliczone do ceny ofertowej usługi za okres 12 miesięcy.
2. Cena ma być wyrażona w złotych polskich. Rozliczenia między Zamawiającym a Wykonawcą prowadzone będą w złotych polskich.
3. Ceny jednostkowe , ceny netto i brutto oraz należny podatek VAT należy podać z dokładnością do dwóch miejsc po przecinku.
4. Wykonawca określa cenę realizacji zamówienia poprzez wypełnienie formularza ofertowego stanowiącego załącznik nr 1 SWZ
5. Stawka podatku VAT jest określana zgodnie z ustawą z dnia 11 marca 2004 r. o podatku od towarów i usług.
6. Jeżeli w postępowaniu złożona będzie oferta, której wybór prowadziłby do powstania u zamawiającego obowiązku podatkowego zgodnie z ustawą z dnia 11 marca 2004 r. o podatku od towarów i usług dla celów zastosowania kryterium ceny zamawiający doliczy do przedstawionej w tej ofercie ceny kwotę podatku od towarów i usług, którą miałby obowiązek rozliczyć. W takim przypadku Wykonawca ma obowiązek wraz ze złożoną ofertą :
	1. poinformowania zamawiającego, że wybór jego oferty będzie prowadził do powstania u zamawiającego obowiązku podatkowego;
	2. wskazania nazwy (rodzaju) towaru lub usługi, których dostawa lub świadczenie będą prowadziły do powstania obowiązku podatkowego;
	3. wskazania wartości towaru lub usługi objętego obowiązkiem podatkowym zamawiającego, bez kwoty podatku;
	4. wskazania stawki podatku od towarów i usług, która zgodnie z wiedzą wykonawcy, będzie miała zastosowanie.

**XVII.OPIS KRYTERIÓW OCENY OFERT WRAZ Z PODANIEM WAG TYCH KRYTERIÓW I SPOSOBU OCENY OFERT**

1.Przy wyborze oferty Zamawiający będzie się kierował następującymi kryteriami oceny ofert:

 1)Cena – 60%

 2) Czas trwania okresu wdrożeniowego-20% -

 3) Ochrona kluczowych stacji roboczych przed Ransomware wraz z procedurą Rollback- 20%

**Sposób obliczania liczby punktów badanej oferty za cenę (C) :**

C min. – cena minimalna spośród ocenianych ofert

Cn – cena badanej oferty

100 – stały współczynnik

(Cmin / Cn ) x 100 x 60% = ilość punktów badanej oferty

**Sposób obliczania liczby punktów badanej oferty za** Czas trwania okresu wdrożeniowego **(W)**

Kryterium będzie rozpatrywane na podstawie zadeklarowanego w formularzu ofertowym czasu trwania okresu wdrożeniowego

10 dni - 20 pkt -

20 dni - 10 pkt

30 dni – 0 pkt

**Sposób obliczania liczby punktów badanej oferty za** **Ochrona kluczowych stacji roboczych przed Ransomware wraz z procedurą Rollback (O)**

Kryterium będzie rozpatrywane na podstawie zadeklarowanego w formularzu ofertowym TAK lub NIE

zapewnienie ochrony przed Ransomware wraz z procedurą Rollback - 20 pkt

brak ochrony przed Ransomware wraz z procedurą Rollback 0 pkt

Zamawiający za najkorzystniejszą uzna ofertę, złożoną przez Wykonawcę ,która uzyska najwyższą ilość punktów na podstawie kryteriów oceny ofert określonych w dokumentach zamówienia obliczoną według następującego wzoru .

 P=C+W+O

 *gdzie:*

P- łaczna liczba punktów jaką uzyskała oceniana oferta

C – liczba punktów przyznanych ocenianej ofercie w ramach kryterium cena

W – liczba punktów przyznanych ofercie w ramach kryterium Czas trwania okresu wdrożeniowego

O - liczba punktów przyznanych ofercie w ramach kryterium Ochrona kluczowych stacji roboczych przed Ransomware wraz z procedurą Rollback

1. Punktacja przyznawana ofertom w kryterium będzie liczona z dokładnością do dwóch miejsc po przecinku.
2. Ocenie będą podlegały oferty nie podlegające odrzuceniu.
3. Dla dokonania punktacji ofert, ranga w kryteriach oceny ofert określona w procentach, zostanie przeliczona na punkty 1 % = 1 punkt.
4. W przypadku, gdy Zamawiający skorzysta z możliwości negocjacji i Wykonawca na zaproszenie do złożenia oferty dodatkowej, złoży ulepszoną ofertę, ocenie podlegać będzie oferta Wykonawcy złożona w odpowiedzi na ogłoszenie o zamówieniu z uwzględnieniem zmiany wynikającej z oferty dodatkowej.

6. Jeżeli nie będzie można wybrać najkorzystniejszej oferty z uwagi na to, że dwie lub więcej ofert przedstawią taki sam bilans ceny i innych kryteriów oceny ofert, zamawiający wybierze spośród tych ofert ofertę, która otrzyma najwyższą ocenę w kryterium o najwyższej wadze.

7. Jeżeli oferty otrzymają taką samą ocenę w kryterium o najwyższej wadze, zamawiający wybierze ofertę z najniższą ceną.

8. Jeżeli nie będzie można dokonać wyboru oferty w sposób, o którym mowa w pkt. 7, zamawiający wezwie wykonawców, którzy złożyli te oferty, do złożenia w terminie określonym przez zamawiającego ofert dodatkowych zawierających nową cenę.

**XVIII. INFORMACJE O FORMALNOŚCIACH, JAKIE MUSZĄ ZOSTAĆ DOPEŁNIONE PO WYBORZE OFERTY W CELU ZAWARCIA UMOWY W SPRAWIE ZAMÓWIENIA PUBLICZNEGO**

1. Jeżeli wybrana oferta została złożona przez wykonawców o których mowa w art. 58 Prawa zamówień publicznych Zamawiający może żądać przed zawarciem umowy w sprawie zamówienia publicznego kopii umowy regulującej współpracę tych wykonawców.
2. Zamawiający zawrze umowę w sprawie zamówienia publicznego w formie pisemnej w postaci papierowej z zastrzeżeniem art. 308 ust.1 ustawy Pzp z wybranym Wykonawcą w terminie nie krótszym niż 5 dni od dnia przesłania zawiadomienia o wyborze najkorzystniejszej oferty przy użyciu środków komunikacji elektronicznej , na warunkach zawartych w projektowanych postanowieniach umowy, stanowiącymi wzór umowy – załącznik nr 3 do niniejszej specyfikacji.
3. Zamawiający może zawrzeć umowę w sprawie zamówienia publicznego przed upływem terminu określonego w pkt. 2 jeżeli w postępowaniu zostanie złożona tylko jedna oferta.
4. Wykonawca zostanie wezwany do zawarcia umowy w siedzibie Zamawiającego lub podpisana jednostronnie umowa zostanie przesłania do wykonawcy za pośrednictwem kuriera lub operatora pocztowego. Termin na rozpoczęcie świadczenia usługi będzie liczony od dnia zawarcia umowy lub w przypadku niedochowania ww. 7 dniowego terminu z winy Wykonawcy, od jego upływu.
5. Jeżeli wykonawca, którego oferta została wybrana jako najkorzystniejsza, uchyli się od zawarcia umowy w sprawie zamówienia publicznego zamawiający może dokonać ponownego badania i oceny ofert spośród ofert pozostałych w postępowaniu wykonawców oraz wybrać najkorzystniejszą ofertę albo unieważnić postępowanie.

**XIX. WYMAGANIA DOTYCZĄCE WADIUM i ZABEZPIECZENIA NALEŻYTEGO WYKONANIA UMOWY**

1. Zamawiający nie wymaga wniesienia wadium.
2. Zamawiający przed podpisaniem umowy nie będzie wymagał wniesienia zabezpieczenia należytego wykonania umowy

**XX. PROJEKTOWANE POSTANOWIENIA UMOWY W SPRAWIE ZAMÓWIENIA PUBLICZNEGO,KTÓRE ZOSTANĄ WPROWADZONE DO UMOWY W SPRAWIE ZAMÓWIENIA PUBLICZNEGO – WZÓR UMOWY**

Projektowane postanowienia umowy ,które zostaną wprowadzone do treści zawieranej umowy w sprawie zamówienia publicznego stanowią Wzór umowy załącznik nr 3 SWZ

**XXI. POUCZENIE O ŚRODKACH OCHRONY PRAWNEJ PRZYSŁUGUJĄCYCH WYKONAWCY**

1. Środki ochrony prawnej przysługują Wykonawcom oraz innemu podmiotowi, jeżeli ma lub miał interes w uzyskaniu zamówienia oraz poniósł lub może ponieść szkodę w wyniku naruszenia przez Zamawiającego przepisów ustawy.
2. Środki ochrony prawnej wobec ogłoszenia wszczynającego postępowanie o udzielenie zamówienia oraz dokumentów zamówienia przysługują również organizacjom wpisanym na listę, o której mowa w art. 469pkt 15, oraz Rzecznikowi Małych i Średnich Przedsiębiorców.
3. Odwołanie przysługuje na:
4. niezgodną z przepisami ustawy czynność Zamawiającego, podjętą w postępowaniu o udzielenie zamówienia, w tym na projektowane postanowienie umowy;
5. zaniechanie czynności w postępowaniu o udzielenie zamówienia, do której Zamawiający był obowiązany na podstawie ustawy.
6. Odwołanie wnosi się do Prezesa Krajowej Izby Odwoławczej w formie pisemnej albo w formie elektronicznej albo w postaci elektronicznej opatrzone podpisem zaufanym.
7. Na orzeczenie Krajowej Izby Odwoławczej oraz postanowienie Prezesa Krajowej Izby Odwoławczej, o którym mowa w art. 519 ust. 1 PZP, stronom oraz uczestnikom postępowania odwoławczego przysługuje skarga do sądu. Skargę wnosi się do Sądu Okręgowego w Warszawie za pośrednictwem Prezesa Krajowej Izby Odwoławczej.
8. Szczegółowe informacje dotyczące środków ochrony prawnej określone są w Dziale IX „Środki ochrony prawnej” UPZP.

**XXII POZOSTAŁE REGUŁY POSTĘPOWANIA**

1. Zamawiający nie przewiduje udzielenia zamówień o których mowa w art. 214 ust. 1 pkt 7 Prawa zamówień publicznych.
2. Zamawiający nie dopuszcza możliwości składania ofert wariantowych.
3. Zamawiający nie przewiduje przeprowadzenia aukcji elektronicznej, nie ustanawia dynamicznego systemu zakupów oraz nie zamierza zawrzeć umowy ramowej.
4. Do spraw nieuregulowanych w niniejszej specyfikacji warunków zamówienia mają zastosowanie przepisy ustawy z dnia 11 września 2019 r. Prawo zamówień publicznych (Dz. U. z 2022 r. poz. 1710 oraz Kodeksu cywilnego .
5. Zgodnie z art. 13 i art. 14 rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016, str. 1, ze zm.), zwanego dalej „RODO”, informuję, że:
6. administratorem danych osobowych przetwarzanych w związku z niniejszym postępowaniem jest Uniwersyteckie Centrum Kliniczne im. prof. K. Gibińskiego Śląskiego Uniwersytetu Medycznego w Katowicach, zwane dalej: „Administratorem”,
7. z Administratorem można skontaktować się pisząc na adres: ul. Ceglana 35,
40-514 Katowice lub telefonując pod numer: 32 3581 460 lub za pośrednictwem poczty elektronicznej: sekretariat@uck.katowice.pl,
8. Administrator powołał Inspektora Ochrony Danych, z którym można skontaktować się pisząc na wskazany powyżej adres, telefonując pod numer: 32 3581 524 lub za pośrednictwem poczty elektronicznej: iod@uck.katowice.pl,
9. uzyskane w niniejszym postępowaniu dane osobowe przetwarzane będą na podstawie art. 6 ust. 1 lit. b, c i f RODO w celu związanym z tym postępowaniem, w ramach prawnie uzasadnionych interesów realizowanych przez administratora, a przypadku wyboru oferty i zawarcia umowy dane zamieszczone w umowie oraz w dokumentacji z nią związanej, będą przetwarzane w celach związanych z realizacją umowy,
10. obowiązek podania danych związany jest z udziałem w postępowaniu, a ich niepodanie może skutkować brakiem możliwości udziału w postępowaniu,
11. Administrator może udostępnić dane wyłącznie osobom lub podmiotom uprawnionym na podstawie przepisów prawa lub na podstawie umów w ramach, których Administrator powierzy przetwarzanie danych innym podmiotom, np. świadczącym usługi prawne, dostawcom systemów informatycznych i usług IT,
12. źródłem pochodzenia danych osobowych jest Wykonawca. Kategorie odnośnych danych osobowych zostały określone w dokumentacji postępowania, obejmują m.in. dane umożliwiające oznaczenie Wykonawcy, jego dane kontaktowe, dane osobowe innych osób (w szczególności imię i nazwisko, dane kontaktowe tych osób), które Wykonawca wskaże w ofercie a także mogą obejmować inne dane niezbędne do realizacji postępowania ujawnione w toku jego realizacji, a w przypadku wyboru oferty dane niezbędne do zawarcia i realizacji umowy,
13. uzyskane dane będą przetwarzane nie dłużej niż jest to niezbędne do realizacji celów dla jakich zostały zebrane, a następnie przechowywane przez okres przewidziany w przepisach dotyczących przechowywania i archiwizacji dokumentów. Okres przetwarzania może zostać przedłużony w przypadku potrzeby ustalenia, dochodzenia lub obrony przed roszczeniami,
14. w odniesieniu do uzyskanych w postępowaniu danych osobowych decyzje nie będą podejmowane w sposób zautomatyzowany, stosowanie do art. 22 RODO;
15. osoba, której dane osobowe dotyczą posiada:
* na podstawie art. 15 RODO prawo dostępu do danych osobowych jej dotyczących;
* na podstawie art. 16 RODO prawo do sprostowania danych osobowych jej dotyczących;
* na podstawie art. 18 RODO prawo żądania od Administratora ograniczenia przetwarzania danych osobowych z zastrzeżeniem przypadków, o których mowa w art. 18 ust. 2 RODO;
* prawo do wniesienia skargi do Prezesa Urzędu Ochrony Danych Osobowych, gdy osoba, której dane osobowe dotyczą uzna, że przetwarzanie jej danych osobowych narusza przepisy RODO;
1. nie przysługuje osobie, której dane osobowe dotyczą:
* w związku z art. 17 ust. 3 lit. b, d lub e RODO prawo do usunięcia danych osobowych;
* prawo do przenoszenia danych osobowych, o którym mowa w art. 20 RODO;
* na podstawie art. 21 RODO prawo sprzeciwu, wobec przetwarzania danych osobowych, gdyż podstawą prawną przetwarzania tych danych osobowych jest art. 6 ust. 1 lit. b i c RODO.
1. w przypadku gdy wykonanie obowiązków, o których mowa w art. 15 ust. 1-3 RODO, wymagałoby niewspółmiernie dużego wysiłku, Zamawiający może żądać od osoby, której dane dotyczą, wskazania dodatkowych informacji mających na celu sprecyzowanie żądania, w szczególności podania nazwy lub daty postępowania,
2. wystąpienie z żądaniem, o którym mowa w art. 18 ust. 1 RODO, nie ogranicza przetwarzania danych osobowych do czasu zakończenia postępowania.
3. Wykonawca zapozna osoby, których dane podaje w ramach niniejszego postępowania
z postanowieniami ust. 5.

Załączniki:

1. Formularz ofertowy

2. Formularz oświadczeń wykonawcy

3. Wzór umowy

4. Opis przedmiotu zamówienia - świadczenia usługi

5. Wzór umowy powierzenia przetwarzania danych osobowych

6. Wykaz usług

DZP.381.62B.2022

Załącznik nr 1

**FORMULARZ OFERTOWY**

**DLA UNIWERSYTECKIEGO CENTRUM KLINICZNEGO IM.PROF.K.GIBIŃSKIEGO**

**ŚLĄSKIEGO UNIWERSYTETU MEDYCZNEGO W KATOWICACH**

Nazwa wykonawcy ................................................................................................................

Siedziba: ................................................................

( adres, kod pocztowy, miejscowość, **województwo)**

REGON ..................................... NIP ................................................................................

Tel. ......................................... e-mail .................................................................................

NR konta bankowego do wpłat ……………………………………………………………..

Ubiegając się o zamówienie publiczne na Usługę monitorowania Security Operations Center

 dla UCK im. prof. K. Gibińskiego w Katowicach

oferujemy realizację przedmiotowego zamówienia za cenę :

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| **L.P.** | **Przedmiot** | **Ilość** | **Cena jednostkowa netto za 1 miesiąc**  | **Wartość netto****za 12 miesięcy (kol.3x4)** | **Vat%** | **Wartość brutto****za 12 miesięcy (kol.5+6)** |
| **1** | **2** | **3** | **4** | **5** | **6** | **7** |
| 1. | Świadczenie usługi SOC | 12 mies.  |  |  |  |  |

**Cena ofertowa to wartość brutto z kolumny 7 tabeli.**

**Oświadczamy iż oferujemy :**

 **Czas trwania okresu wdrożeniowego(** *kryterium oceny ofert – proszę zaznaczyć oferowany czas* **)**

* 10 dni
* 20 dni
* 30 dni

 ( w przypadku braku zaznaczenia Zamawiający uzna ,iż Wykonawca oferuje maksymalny czas)

**Zapewnienie ochrony przed Ransomware wraz z procedurą Rollback** (kryterium oceny ofert – proszę zaznaczyć odpowiednio )

* zapewnienie ochrony przed Ransomware wraz z procedurą Rollback
* brak ochrony przed Ransomware wraz z procedurą Rollback

 ( w przypadku braku zaznaczenia Zamawiający uzna ,że Wykonawca nie oferuje w/w ochrony)

Wskazuję część zamówienia ………………………………….,którą zamierzam powierzyć podwykonawcom ,oraz proszę wskazać nazwy ewentualnych podwykonawców jeżeli są już znani.

(Jeżeli wykonawca zostawi ten punkt niewypełniony (puste pole), Zamawiający uzna, iż zamówienie zostanie wykonane siłami własnymi tj. bez udziału podwykonawców).

- Zapoznaliśmy się ze Specyfikacją Warunków Zamówienia, nie wnosimy do niej zastrzeżeń oraz zdobyliśmy konieczne informacje do przygotowania oferty i zobowiązujemy się spełnić wszystkie wymienione w Specyfikacji wymagania Zamawiającego

- Jesteśmy związani niniejszą ofertą przez czas wskazany w Specyfikacji Warunków Zamówienia

- Zawarta w Specyfikacji Warunków Zamówienia treść wzorów umowy została przez nas zaakceptowana i zobowiązujemy się w przypadku wyboru naszej oferty do zawarcia umowy na wyżej wymienionych warunkach w miejscu i terminie wyznaczonym przez Zamawiającego

- Oświadczam, że wypełniłem obowiązki informacyjne przewidziane w art. 13 lub art. 14rozporządzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych) (Dz. Urz. UE L 119 z 04.05.2016) (dalej w treści RODO) wobec osób fizycznych, od których dane osobowe bezpośrednio lub pośrednio pozyskałem w celu ubiegania się o udzielenie zamówienia publicznego w niniejszym postępowaniu.\*

 (\*W przypadku gdy wykonawca nie przekazuje danych osobowych innych niż bezpośrednio jego dotyczących lub zachodzi wyłączenie stosowania obowiązku informacyjnego, stosownie do art. 13 ust. 4 lub art. 14 ust. 5 RODO, może wykreślić treść niniejszego oświadczenia)

|  |
| --- |
| R Rodzaj Wykonawcy:* + - Mikroprzedsiębiorstwo
* Małe przedsiębiorstwo
* Średnie przedsiębiorstwo
* Jednoosobowa działalnością gospodarczą
* Osoba fizyczna nieprowadząca działalności gospodarczej
* Inny rodzaj

**\*Zaznaczyć właściwe X** |

DZP.381.62B.2022

Załącznik nr 2

**OŚWIADCZENIE WYKONAWCY /PODMIOTU UDOSTĘPNIAJACEGO ZASOBY**

**DOTYCZĄCE WARUNKÓW UDZIAŁU W POSTĘPOWANIU ORAZ**

**PRZESŁANEK WYKLUCZENIA Z POSTĘPOWANIA**

* 1. **Oświadczam, że spełniam warunki udziału w postępowaniu określone przez zamawiającego w  specyfikacji warunków zamówienia.**

data ..........................................

**INFORMACJA W ZWIĄZKU Z POLEGANIEM NA ZASOBACH INNYCH PODMIOTÓW**:

Oświadczam, że w celu wykazania spełniania warunków udziału w postępowaniu, określonych przez zamawiającego w specyfikacji warunków zamówienia polegam na zasobach następującego/ych podmiotu/ów:

…………………………………………………………………………………………..…….

..…………………………………………………………………………………………………

w następującym zakresie: ……………………………………………………………………

……………………………………………………………… *(wskazać podmiot i określić odpowiedni zakres dla wskazanego podmiotu).*

dnia ………….……. r.

**OŚWIADCZENIE WYKONAWCY**

**DOTYCZĄCE PRZESŁANEK WYKLUCZENIA Z POSTĘPOWANIA**

1. Oświadczam, że nie podlegam wykluczeniu z postępowania na podstawie art. 108 ust 1 PZP.

 Oświadczamy, że wobec wykonawcy/żadnego z wykonawców nie zachodzą przesłanki

 wykluczenia z postepowania, o których mowa w art. 7 ustawy z dnia 13 kwietnia 2022 r.

 o szczególnych rozwiązaniach w zakresie przeciwdziałania wspieraniu agresji na Ukrainę

 oraz służących ochronie bezpieczeństwa narodowego.

1. **\***Oświadczam, że zachodzą w stosunku do mnie podstawy wykluczenia z postępowania na podstawie art. ……………. PZP *(podać mającą zastosowanie podstawę wykluczenia spośród wymienionych w art. 108 ust. 1 pkt 1,2,5 lub 6 UPZP).* Jednocześnie oświadczam, że w związku z ww. okolicznością, na podstawie art. 110 ust. 2 PZP podjąłem następujące środki naprawcze:

………………………………………………………………….……………………………

………………………………………………………………….……………………………

........................................... dnia ..........................................

**\*wypełnić jeżeli dotyczy**

OŚWIADCZENIE DOTYCZĄCE PODANYCH INFORMACJI:

Oświadczam, że wszystkie informacje podane w powyższych oświadczeniach są aktualne
i zgodne z prawdą oraz zostały przedstawione z pełną świadomością konsekwencji wprowadzenia zamawiającego w błąd przy przedstawianiu informacji.

.

.......................................... dnia ..........................................
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Załącznik nr 4

**OPIS PRZEDMIOTU ZAMÓWIENIA – ŚWIADCZENIA USŁUGI**

|  |  |
| --- | --- |
| Lp. | Wymagania minimalne: |
| 1 | Przedmiotem zamówienia jest świadczenie przez Wykonawcę usługi SOC w zakresie cyberbezpieczeństwa, w szczególności usługa ma polegać na:* Przygotowanie środowiska Zamawiającego do świadczenia usługi przez Wykonawcę,
* zbieraniu i archiwizacji LOGów z określonych Źródeł Danych Zamawiającego w Analizatorze Wykonawcy,
* uruchomienia Algorytmów w Analizatorze , które pozwalają na generowanie Alarmów a następnie ich kwalifikację jako Incydenty,
* automatycznej analizie Alarmów i zdarzeń rejestrowanych w Źródłach Danych,- wynikiem automatycznej analizy ma być wykonanie zadań określonych w uzgodnionym na etapie wdrożenia Usługi scenariuszu reakcji przez personel Wykonawcy a następnie powiadomienie personelu Zamawiającego
* ocenie poziomu krytyczności zdiagnozowanych Incydentów,
* informowaniu i wydawaniu Zaleceń Mitygujących dla Zamawiającego,
* przekazaniu Zamawiającemu cyklicznego Planowego raportu ze świadczonych Usług
 |
| 2 | W zakresie funkcjonalnym:* monitorowanie urządzeń zabezpieczających brzeg sieci na bazie urządzeń brzegowych firmy Fortinet
* cykliczne skanowanie publicznych adresów IP (około 5 adresów) z częstotliwością 1 raz na dobę
* cykliczne skanowanie wewnętrznych adresów IP (około 100 adresów) z częstotliwością skanów 1 raz na tydzień
* zbieranie Logów oraz ich klasyfikacja i analiza
* analiza incydentów zlecona przez Zamawiającego, której wynikiem będzie dokładna informacja co do przyczyny danego incydentu oraz sposobu zapobiegania incydentom takiego typu w przyszłości
* spotkanie podsumowujące jeden raz na półrocze
* retencja logów w okresie 1 miesiąca
* indicator of compromise (IOC) generowany przez Wykonawcę – generowane na podstawie przeprowadzanych analiz
* newsletter o zagrożeniach w postaci kanału RSS (Really Simple Syndication)
* wdrożenie ochrony kluczowych stacji roboczych z systemem Windows (do 30 szt.) przed Ransomware wraz z procedurą Rollback w przypadku wykrycia i infekcji w/w zagrożenia ) (kryterium oceny ofert)
 |
| 3 | W zakresie raportowania:• raport automatyczny• raport poincydentalny - Zamawiający wymaga przygotowania Raportu Poincydentalnego dla incydentów o poziomie Wysokim nie później niż do 2 dni roboczych od zakończenia realizacji zawierającego informacje:• Unikalny identyfikator zdarzenia• Kiedy incydent wystąpił?• Kiedy incydent został zauważony / wykryty?• Kto lub jaki proces był sprawcą incydentu?• Co się wydarzyło?• Gdzie wydarzenie miało miejsce?• Dlaczego zdarzenie mogło wystąpić?• Jakie czynności zostały przeprowadzone w celu powstrzymania incydentu?• Zalecenia Poincydentalne zawierające informację jakie zabezpieczenia zostałyustanowione lub powinny zostać ustanowione w celu zapobieżenia ponownemuwystąpieniu incydentu.UWAGA: W przypadku przygotowania zaleceń, dla których konieczne jest wprowadzenie istotnychzmian do systemów bezpieczeństwa lub jakiejkolwiek rekonfiguracji systemówZamawiającego Koordynator Wykonawcy przedstawi do akceptacji KoordynatorowiZamawiającego zakres i szczegółową listę zmian. Zwolnione z takiej czynności są ZaleceniaPoincydentalne konieczne do powstrzymania zidentyfikowanego Incydentu zagrażającegocyberbezpieczeństwu infrastruktury lub danych Zamawiającego |
| 4 | Wykaz ilościowy systemów/urządzeń przewidzianych do objęcia monitorowaniem:* usługi na systemach Microsoft Windows Serwer lub Linux: AD(4 szt.), DHCP(2 szt.), DNS(4 szt.), Radius(2 szt.)
* systemy VMware vCenter (5 szt.) – w oparciu o 10 hostów
* systemy operacyjne Microsoft Windows Server (10 szt.)
* systemy bezpieczeństwa: ESET Protect Server (2 instancje), Fortigate (2 klastry HA), Fortiweb (1 szt.)
* przełączniki sieciowe: do 100 sztuk ( w tym głównie HP, Aruba ) – nie zarządzane centralnie,
* kluczowe stacje robocze: do 30 sztuk – z systemami Windows 10/11

Wyżej wymienione systemy generują lokalnie logi. |
| 5 | Warunki świadczenia usługi:Wykonawca zapewni świadczenie Usługi monitorowania Cyberbezpieczeństwa w trybie 24/7/365 W ramach usługi Zamawiający definiuje następujące poziomy incydentów (domyślniekażdy incydent zarejestrowany, jeżeli nie zostanie to uszczegółowione inaczej ma priorytet Średni): * Wysoki ( taki, który może spowodować utratę danych zdefiniowanych jako krytyczne, nieautoryzowane dostępy z zewnątrz, realne zagrożenie bezpieczeństwa systemów określonych jako kluczowe, przełamanie zabezpieczeń aplikacji, informacja od Dyrektora lub Kierownika Działu Informatyki, Celowany atak na personel Zamawiającego z wykorzystaniem systemów komputerowych mający na celu wyłudzenie danych umożliwiających autoryzację w środowisku chronionym;
* Średni (nieautoryzowane dysponowanie uprawnieniami administracyjnymi, częściowo personalizowany atak na personel Zamawiającego z wykorzystaniem systemów komputerowych mający na celu wyłudzenie danych umożliwiających autoryzację w środowisku chronionym; wszystkie przypadki wystąpienia na chronionych systemach komputerowych złośliwego oprogramowania, które jest rozpoznawane przez system antywirusowy ale nie zostało zatrzymane przez inny system bezpieczeństwa, wszystkie potwierdzone przypadki naruszenia poufności lun integralności wykryte przez systemu bezpieczeństwa dla których użytkownik wyklucza świadome lub nieświadome działanie)
* Niski (wszystkie zdarzenia nie wpływające bezpośrednio na krytyczne i kluczowe aktywa Zamawiającego, wywołane realizacją autoryzowanych czynności służbowych z pominięciem procedur bezpieczeństwa)
 |
| Czasy SLA: |
| **Poziom Incydentu** | **Czas reakcji na incydent** | **Czas realizacji incydentu** |
| WYSOKI | 30 min | 2 h |
| ŚREDNI | 2 h | 12 h |
| NISKI | 4 h | 24 h |
| Czas reakcji na incydent – czas pomiędzy odnotowaniem zdarzenia a czasem zweryfikowania poprawności nadania poziomu incydentuCzas realizacji incydentu – czas obsługi incydentu zakończony podsumowaniem tj. informacją do Zamawiającego ( wykonane działania, rekomendacje) i/lub raportem poincydentalnym  |
| 6 | Raportowanie i rozliczanie usługi 1. Każdy miesiąc świadczenia usługi zostanie potwierdzony przez Zamawiającego na podstawie miesięcznego raportu wykonania usługi ( zgodnego z wzorem stanowiącym załącznik nr 3 do umowy ) przestawionego przez Wykonawcę w terminie 5 dni roboczych od dnia zakończenia danego miesiąca świadczenia usługi. Raport Wykonawca przedstawia do zatwierdzenia Zamawiającemu. Zamawiający ma 3 dni robocze na zatwierdzenie i podpisanie raportu lub wniesienie do niego uwag.
* Podpisany przez Strony Raport Wykonania Usługi będzie stanowił podstawę do

 rozliczenia wynagrodzenia za świadczenie Usługi w miesiącu, którego dotyczy.* Na żądanie Zamawiającego Wykonawca przedstawi Dzienny Raport Rozliczenia Usług za poprzedni dzień jednakże nie starszy niż 10 dni. sekcji:
* Zamawiający przewiduje koniczność wysyłania raportów godzinowych zawierających informacje dotyczące liczby potwierdzonych Incydentów z podziałem na ich krytyczność od czasu wysłania ostatniego raportu.
 |
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Załącznik nr 6

**Wykaz usług wykonanych lub wykonywanych**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | Przedmiot zamówienia  | Data wykonania  | Podmiot na rzecz którego usługi zostały wykonane lub są wykonywane  | Wartość bruttowykonanej usługi  |
| 1 |  |  |  |  |
| 2 |  |  |  |  |
|  |  |  |  |  |